
1. 
Scope the workshop project, 
align expectations & assess 
your security posture with the 
secure score.

Partner-led workshop highlights

Define scope and design for  
protection of your organization 
using Microsoft 365 Defender 
products.

Assess your security posture and 
create a personalized timeline for 
mitigation of potential threats.

Protect additional users and 
devices by onboarding them to 
Microsoft 365 Defender products.

Learn how to integrate Microsoft 
365 Defender into your security 
operations to reduce overhead.

Discuss and create a 
 personalized plan to improve and 
maintain security posture.

What we can do
We can help you develop a strategic plan customized for your 
organization and based on the recommendations of  
Microsoft experts in security. You will gain visibility into  
immediate threats across email, identity, and data, plus clarity 
and support on how to upgrade your security posture for the 
long term with Orange Cyberdefense managed services. 

2. 
Help you configurate Microsoft  
365 Defender for Office, Endpoint  
&  Identity according to your needs  
& assess your security posture  
after the deployment.

4. 
Present and discuss the key 
findings and next steps.

3.  
Discover Microsoft 365  
Defender as well as the  
operational capabilities of 
Orange Cyberdefense.

Explore further the managed  
services offered by Orange  
Cyberdefense.

By attending this workshop, our experts will 
work with you to:

Defend Against  
Threats with SIEM 
Plus XDR usage Workshop 
We help you designing and deploying Microsoft security  
technologies for your unique needs.

Designed and Deployed for your unique needs
To provide protection against even the most advanced attacks to 
your email, endpoints, and identities, you need a plan for  
deployment that considers your organization’s unique needs and 
current security posture.

The Security Defend Against Threats usage Workshop will help you 
to increase the protection of users and devices, as well as develop 
actions plan with Orange Cyberdefense for reducing the attack 
surface area across your Microsoft 365 workloads, using products 
you already own and service Orange Cyberdefense provides.

Why should you attend?
• To Identify current, ongoing security threats in your cloud 

environment.

• To get your plan for deployment that considers your  
organization’s unique needs and current security posture.
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Who should attend the Defend Against Threats  
with SIEM Plus XDR usage Workshop?

What we’ll do during the Workshop:

Associated Managed Services by Orange Cyberdefense 

Find out more about our MS workshops on:
orangecyberdefense.com/global/ms-workshops/

Insight into the current 
state of your users 
and devices security 
posture management 
and threat protection 
with an analysis on 
requirements and 
priorities.

Increased protection 
of users and devices 
and a better under-
standing of how to 
prioritize and mitigate 
potential threats to 
email, identity, and 
data.

Recommendations for 
reducing the attack 
surface area for all 
your Microsoft 365 
workloads.

In-depth guidance on 
how to integrate  
Microsoft 365  
Defender products 
and features into your 
security operations 
and reduce operation-
al overhead.

A defined, person-
alized plan for ac-
tionable next steps, 
including a timeline for 
remediations, based 
on your organization’s 
specific security 
needs and objectives.

Why Orange Cyberdefense?
Orange Cyberdefense is the expert cyber security business unit of the Orange Group, providing managed security,     
managed threat detection and response services to organizations around the globe. 
As the leading security services provider, we strive to build a safer digital society. Our global footprint with a European 
anchorage enables us to meet local requirements and international standards, ensure data protection and privacy for our 
clients as well as for our employees. 
We embed security into Orange Business solutions.  

• Chief Information Security Officer (CISO)

• Chief Information Officer (CIO)

• IT, Network, Security Architects & Administrators

• IT Security Operation Experts

• Managed Workspace Protection for Microsoft 365 Defender 
Security Posture improvement made simple.

• Managed Threat Detection [xdr] for Microsoft 365 Defender  
An Intelligence-led service for an ever-changing environment.

• Managed Threat Detection [log] for Microsoft Sentinel   
To detect and mitigate cloud-related attacks, your processes and technologies need to evolve.


